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1. Preserving the Knowledge of
Exiting Employees



40 hours of offboarding video
125 wpm x 60 minutes x 40 hours = 300,000 words
The equivalent of a 1,200 page document...

...but with 40 hours of moving pictures






Understanding the Query Cache

Tripled employees in one year
Target: 30-day ramp-up

Complex analytics product




Introducing Brian Blankinship inoox x

Ari Bixhorn <abixhorn@panopto.com=> 1:28 PM (0 minutes ago)
to me [~

Hi everyone - I wanted to introduce you to Brian Blankinship, the newest member of our marketing team. Brian is originally from
Detroit, Michigan. He went to college at the University of Michigan where he received his degree in Marketing Communications. He
just moved to Seattle with his wife, Angela, and his two dogs, Dashy and Melba. Brian will be responsible for our outbound
marketing campaigns and all of our marketing operations. Please join me in welcoming Brian to the team!

Best Regards,

Ari

Click here to Reply or Forward

http://panop.to/brian-intro







1,000 employees
Each records a 5-10 minute learning video
Result: 1,000 mini-learning modules

Near zero incremental cost



Expanding beyond formal learning
Meeting recording for attendees
Informal HR benefits videos

Attorney-to-attorney social learning

PERKINSCOIe

Contents

Tips for writing an effective DV petition

~

w

ES

. Internalize the legal definition of DV RCW 26.50. DOMESTIC VIOLENCE

means:
« physical harm, bodily injury, assault, (including sexual assault and
stalking) OR
« inflicting fear of imminent physical harm, bodily injury or assault

between family or household members.

. Outline all of the facts that meet the legal definition of DV, including dates.

. Lead with the facts that support the court entering an EMERGENCY temporary

order without notice to the respondent (that is what is REQUIRED to get a
temporary order.) This means that you should lead with an incident that fits
within the legal definition of DV. If there is no recent act of physical assault,
ascertain whether there have been any threats of physical assault or other fear-
inducing iors that placed the petiti ini iate fear for their physical
safety.

a. If you lead with an incident which fits under the “fear prong” of the DV
statute, you may consider adding a sentence stating that the respondent’s
threats of physical assault or other fear-inducing behaviors made the
petitioner fearful, especially in light of past physical violence.

. Do not lead with custody related information.

. Do not lead with the most recent incident UNLESS it conveys the need for
the emergency order.

d. Do not lead with verbal abuse or coercive control UNLESS there is no
other clement of the legal definition of DV. If it is the only DV related
experience — be sure to convey how that behavior makes the petitioner feel
(e.g. fearful, scared, nervous, etc.)

i. If the behavior is increasing in frequency ~ be sure to include that.

R

. Take notes on verbal abuse, controlling behavior, name calling, coercive control,

etc. but do not necessarily lead with these things. Write about it AFTER you have
provided all of the details of the incidents that DO meet the legal definition of
DV.

a. Use direct quotes of verbal abuse, name calling, etc.

b. Include in the petition if there are emails, voice mails or texts that include
these incidents and be sure to have the petitioner bring them to court with




4. Mobile Learning



Mobile printer technicians
Range of models, issues

Carrying stacks of manuals




iPad =

< All sessions

mguthmann@epsilon.net

All sessions

Recently watched
Downloaded sessions

Browse

Record & upload

. CLX-3185

CLX-Family: Replacing the Fuser

August 14, 2014

@ Maintenance Videos

£ T Support Admin
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5. Executive Messaging










DUALCOMM Fol

Section 1 = Introduction to Smart Cities Help ~ Sign in

Smart City Challenges

Fragmented Scope of Refurbis Socio-economic
Smart City Vision Existing Cities and Political factors
is Large and Costly

o Lack of 7 LeveragingICT
S recoran ] Financing 2 / Know How

7 7~
m Presenter: Patrick Perini « Recorded January 16, 2015 oot u F 2 —_—

S

g Introduction to Smart Cities 0:00 - % J c Obtaining & Sustaining
Stakeholder Interest
Smart Cities 1:38
Smart Cities Market Verticals 333
Smart City Market Drivers 736
Smart City Challenges 13:53
Technical Challenges 19:17 ~ o 1x ol
) - Speed  Quality
Smart City Success Factors 24:28
Traditional Cities Vs. Smart Cities 29:29
Traditional Cities Vs. Smart Cities 32:47
Types of Smart City Participants 35:02

Qualcomm Wireless Academy



5 Enabling Trends




Featured Videos

e o -

New Employee Welcome Employee Perspectives: Your First Week on the Job Fireside Chat with the Leadership Team
2 years ago : 6 months ago ayear ago

The Rise of the
Corporate YouTube

PHASE 2: WEBSITE
PROJECT PLANNING

S
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of network security in the context of

today's rapidly changing network

environments. he security paradigm is
changing, and security solutions toda)

are solution driven and designed to m

the requirements of business. To help ya
face the complexities of managing a

the core principles of security—the CIA
triad: confidentiality, integrity, and

availability.

Chapter - 26

Intrusion Detection

An intrusion detection system

(IDS) is a device or software

- application that monitors network or

system activities for malicious
activities or policy violations and
produces reports to a management
station. IDS come in a variety of
“flavors” and approach the goal of
detecting suspicious traffic in different
ways. There are network based (NIDS)
and host based (HIDS) intrusion
detection systems. NIDS is a network
security system focusing on the
attacks that come from the inside of
the network (authorized user s). Some
Systems may attempt to stop an

intrusion attempt but this is neither

required nor expected of a monitoring

system. Intrusion detection and
prevention systems (IDPS) are
primarily focused on identifying
possible incidents, logging information
about them, and reporting attempts.
In addition, organizations use IDPSes
for other purposes, such as identifyingy

. problems with security policies,

é,edocument:mo' existing threats and

anectapring individuals from violag
infrastru

organization.
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DIY Learning Video



Millennials
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HOW TO MAKE SOMETHING INVISIBLE

At-Bristol Science Centre

425255

+ Add to ol Share  eee More |‘ 1,841 ,I 121

Video Handbook




Comments and Questions

You can also reach me anytime at
abixhorn@panopto.com
WWWw.panopto.com



